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6)

7)

8)

9)

The Requestor, its officers and employees, will:

a) Maintain the confidentiality of County information.

b) Comply with Plerce County Data Dissemination Disclaimer (Exhibit C) and refrain from
releasing or providing Pierce County data to other persons or entities (secondary data
dissemination). Since this County Policy is based on RCW(s) and ordinances, changes may
be made annually and will be provided at the same time as the annual service rates (as
stated in Section 2).

c) Maintain the proprietary nature of Pierce County software, data and systems used by the
Requestor under the terms of this Agreement.

These conditions shall be met except upon the prior written consent of the steward County

department and the Plerce County Prosecuting Attomey, or an order entered by a court after

having acquired jurisdiction over the County.

Requestor will immediately give to the County notice of any judicial proceeding seeking

disclosure of County information by contacting the Pierce County Prosecuting Attorney’s Office.

Requestor agrees not to transmit, upload, post or otherwise publish on or over the Service, and

not seek on or over the Service, any software, file, information, communication or other content:

a) which violates or infringes upon the rights of any other;

b) which, under the circumstances and in County’s good faith judgment, is, or is Bkely to be
perceived by an intended recipient or target as, defamatory, deceptive, misleading or
abusive;

c) which constitutes a threat to, harassment of, or stalking of another;

d) which adversely affects the performance or avallability of the Service or County resources;

e) which contains any virus, worm, harmful component or corrupted data; or

f) which, without the approval of the County, contains any advertising, promotion or solicitation
of goods or services for commercial purposes.

g) which allows unauthorized access to County data and systems.

Subject to the terms of this Agreement, the County grants to Requestor and authorized users a

personal, non-exclusive, non-assignable and non-transferabie license to use and display the

software (referred to as Software) provided by or on behalf of the County for purposes of
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County services in the manner authorized by the County.

16) Requestor is to ensure that all equipment and software used to access the Pierce County
systems defined in Exhibit A, will be compatible with existing County configurations.

17) Requestor agrees to keep the County informed of any network connectivity between Requestor
and other organizations.

18) Requestor understands and agrees that on-line access will be available only between the hours
of 8:00 a.m. and 5:00 p.m. Pacific Time, Monday through Friday, exclusive of legal holidays
observed by the County. Limited on-line access may be available outside of these hours. The
County shall not be heid liable if the system/network is off-line and not accessible.

CONTACTS

19) The County will provide a list of contacts to administer the Services provided under this
agresment.

20) Requestor wiil provide the names of at least two (2) of their employees who will be the primary
contacts with Pierce County staff. Requests for new users, user modifications or user assistance
will come from these contacts. A method of verification will be provided to these employees to
use when identifying themselves to Pierce County.

21) Requestor is to contact the County and request deletion of a staff's user name within 24 hours
following notice of termination of their employment with the Requestor.

SPECIAL PROVISIONS
22) Special provisions are listed in Exhibit D.
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EXHIBIT D
SPECIAL PROVISIONS

Network Security

In an attempt to prevent the loss of information/data and to minimize the costly effects of network/system security
attacks on system maintenance and network downtime, the County reserves the right to terminate, immediately
and without notice, Requestor connection(s) to County resources if it appears that Requestor’s continued
connection to County systems may be harmful (for example, virus, worm or network security attacks) to either
County or Requestor. Connection will not be reinstated until County determines that such threat no longer exists.
Reasonable care will be taken to re-establish connection to the Requestor within a reasonable time. By accessing
the County system, Requestor acknowledges the right and discretion of County to terminate Requestor’s
connection(s) in the event of a network security threat and agrees that County will not be liable to Requestor for
interruption of business or in any other fashion in regard to any such termination or failure to terminate. If
County staff must provide assistance to Requestor to ensure Requestor’s systems are free from harmful threats,
charges will be assessed as described in Exhibit A attached.

“Conditions of Use.” Section 6

“Secondary data dissemination” does not include the Requestor’s disclosure of documents printed from the
service. The Requestor agrees to immediately notify the County as provided in Section 6 of the Agreement when
the Requestor receives a request for the County’s data. If the Requestor promptly transmits such a request to the
County, the County agrees to respond within the deadline in RCW 42.56.520. The Requestor shall not be required
to defend the County concerning the County’s refusal to disclose any data.

IftheRequestorreceivesarequatforadocmnent(s)printedﬁ'omtheservice,theRequestorshallmakea

decision whether such document(s) is exempt from disclosure and process the request accordingly. The County
need not be contacted in those instances where a request is made for a document(s) only.
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